FY2010 IBSGP Workshop Summary
Sheraton Crystal City

Arlington, VA

December 9, 2009

10am – 2:30pm
(TSA Grants): Welcome everyone to the fiscal year (FY) 2010 Intercity Bus Security Grant Program (IBSGP) workshop.  We will begin with introductions but first a few general announcements.  There are copies of today’s agenda, program Fact Sheets and Frequently Asked Questions (FAQs) on the table in the back.  Please take a copy if you have not done so already.  Today’s meeting and agenda is rather informal so please feel free to interrupt and ask questions at any time. 

Here is our agenda for the day (Slide 2).  It is not overly aggressive.  

Summary of the FY2009 IBSGP

To start, we will show a summary of last year’s IBSGP program.  Of the $6.4M awarded last year for Tier I, the majority of the grants funded Facility Security Enhancements (53%) and Vehicle Security Enhancements (29%).  Eighteen percent (18%) of the grants funded operational projects like Passenger Screening (17%) and Training and Exercises (1%)  (Slide 4).  As with Tier I, the majority of the $5.2M awarded to Tier II funded Facility Security Enhancement (31%) and Vehicle Security Enhancement (46%) projects, while 20 percent (20%) funded operational projects like Passenger Screening (2%) and Training and Exercises (18%) and Vulnerability Assessment/Security Plan development (3%)  (Slide 5).

Overview of the FY2010 IBSGP

For FY 2010, we will focus the IBSGP funds on bus companies that serve the nation’s highest risk metropolitan areas, the Urban Areas Security Initiative (UASI) areas, as listed in the grant guidance (FY2010 IBSGP Guidance and Application Kit, Page 9, Table 2).  There are two additions to the UASI list this year.  The cities of Bakersfield, CA and Omaha, NE are now on the list.  They are both Tier II UASIs.
Given the limited size of grant funds, the grant money is targeted to the areas and projects that we believe provide the most security for the money (Slide 7).  We also believe that a bus company can have a more robust security project through regional collaboration and the integration of a regional security strategy.  Therefore, we recommend that bus companies include law enforcement and other security personnel in the project’s planning and execution. 

Changes to the program were driven by Congressional mandates such as the 9/11 Act (Public Law 110-53) and the FY2010 DHS Appropriations Act (Public Law 111-83) (Slide 8).  We also welcome your comments and feedback so that we can continue to improve the program each year.
The total amount available for IBSGP in FY2010 is $11,520, 000, with $6.3M allocated to Tier I and $5.1M allocated to Tier II (Slide 9).  Tier I is comprised of larger intercity bus systems that operate at least 250 over-the-road buses (OTRBs); Tier II is comprised of all other intercity bus systems that meet the minimum eligibility requirements. 

Consistent with the eligibility criteria from previous years, and with the 9/11 Act, only private operators of a charter bus or fixed route service using OTRBs are eligible for FY2010 IBSGP grant funds.  For charter bus services, operators must provide a minimum of 50 trips annually to one or more of the defined UASI jurisdictions to be eligible.  For fixed route services, operators must provide fixed-route service to a defined UASI jurisdiction.  Only OTRBs are eligible for vehicle security enhancements through this program.  Shuttle buses, limousines, mini-coaches, school buses, trolleys or any other similar vehicles that do not fit the definition of an over-the-road bus as defined in the guidance are not eligible. 

There is a cost share (i.e. match) requirement of 25 percent (25%) - cash or in-kind - for each project.  Overtime and backfill costs are allowable for employees attending training, drills and exercises.  That means that you can use grant funds to pay employee overtime costs or to backfill the position when an employee attends training, drills or exercises.

Corporate Security Reviews (CSR) are part of the requirements for accepting an award.  By accepting the award, it means that you will allow the Transportation Security Administration (TSA) to conduct a CSR.

(TSA Highway Motor Carrier (HMC)): The CSR process began around 2003, and is intended to capture a security snapshot of your company.  .  It is not an audit.  It gives you and your staff an opportunity to sit down and discuss security with a subject matter expert (SME) from TSA.  It also allows you an opportunity to share your knowledge and experiences and to develop security best practices.  In the end, it provides you with tools to mitigate or upgrade security lapses that we find.  It is free, very short and may only require 30 minutes.

(TSA Grants): Minimum project request amounts are eliminated this year.  In the past, if your project was not able to meet the minimum project dollar request amount requirement your application was not reviewed, and therefore not funded.  That is no longer the case this year.

Management & Administration (M&A) has been increased to 5 percent (5%) from 3 percent (3%).  M&A is for managing the grant.  It is not for designing or planning a project, which is a direct cost.

A Vulnerability Assessment and Security Plan are required just like last year (Slide 10) in order to apply for grant funding.  If you currently do not have a Vulnerability Assessment and Security Plan, you may request funds for that purpose, but that is the only project you are eligible to apply for in FY2010.  If you applied for a Vulnerability Assessment and Security Plan last year and want to apply for funds for another project this year that is fine, you may do so.  However, the Vulnerability Assessment and Security Plan must be completed before you can start on your new project.  That means that you cannot use FY2010 funds until you use the FY2009 funds to conduct the Vulnerability Assessment and Security Plan. 

Here are the important dates for FY2010 (Slide 11).  The guidance was released yesterday (December 8, 2009) and it is available on the FEMA website (http://www.fema.gov/grants) and the TSA website at http://www.tsa.gov/grants.  Applications are due through grants.gov by 11:59PM EST on February 12, 2010.  Register early with grants.gov.  There are several steps required in the registration process and the entire process can take a few weeks.  You need a Dun and Bradstreet Data Universal Numbering System (DUNS) number and a Valid Central Contractor Registration (CCR) among others.  These requirements are all listed in the grant guidance (Page 12). 

Once the applications are received, the Department of Homeland Security (DHS) has 60 days to review the applications and make award decisions.  We will announce our award decisions on or around May 10, 2010.

We recommend that you do not wait until the last minute to apply, and suggest that you start your application as soon as possible.  The grants.gov system must be used by all Federal grant-making agencies and many different grant programs have the same application due date.  A huge amount of data is trying to get through the system at the same time at the last minute, which can cause system delays and sometimes system errors, which could affect you when you try to submit your application. 

(FEMA): One more comment on the grants.gov application process, make sure that you get a receipt (e.g. a confirmation number) from the grants.gov system.  We have heard in the past that applicants have experienced problems submitting their applications.  So make sure that you get a receipt from grants.gov.  We will need that receipt to track your application submission if something goes wrong.  If you experience any issues or something does go wrong, contact us immediately so that we can track down your application.  

Funding Priorities and Evaluation Criteria

There are seven (7) general funding categories (Slide 14).  These are listed in priority order and are: (1) Vulnerability Assessments and Security Plans; (2) Training; (3) Exercises; (4) Public Awareness Campaigns; (5) Vehicle Security Enhancements; (6) Facility Security Enhancements; and, (7) Passenger Screening.  This is a condensed version of the list on pages 3 through 5 of the grant guidance.
Public Awareness Campaigns could consist of posters or informational brochures with information about what the riding public should do in case of an emergency.  It is not funding to advertise your company and your security features.  

Facility Security Enhancements could involve installing cameras, lighting or fencing.  Passenger Screening could involve implementing screening programs for weapons and explosives.  Some companies hire private companies to conduct their passenger screening.  That is also acceptable. 

The project types are laid out for you in the grant guidance (Pages 16-21).  This year we included more information on allowable costs to provide better clarification on what is/is not allowed.  

A few things we need to mention on the use of funds.  For Facility Security Enhancements, when the guidance refers to “constructing and modifying terminals, garages or facilities” it really means enhancing an existing terminal, garage or facility (Slide 16).  We cannot fund the construction of new terminals, garages or facilities under the IBSGP.  We also cannot fund the construction of guard towers, for instance.  We can fund lighting, fencing, securing gates, door access control panels, cameras, etc. to enhance a facility.

For Passenger Screening, when the guidance refers to chemical, biological, radiological, or explosive detection, it also means that we will fund canine patrols to perform these types of screenings along with any technical equipment that might be available (Slide 17).  

Overtime and backfill costs associated with sending personnel to training are also allowable, provided that the event being attended is a DHS-approved course.  Straight time costs are not eligible expenses and grant funds cannot be used for personnel or salary costs for employees to attend training sessions.  You will be required to submit verification for any overtime and backfill costs that you claim under the grant. 

You will also find some helpful information on pages 14-22 about your projects and M&A.  Starting on page 16 of the grant guidance, we included a lot more instructions on what to include in the projects, what we look for when reviewing your project and what is ineligible.  For example, on page 16, it discusses Facility Security Enhancements and it gives you more information about what we are looking for in a Facility Security Enhancement project.  We added this new information this year.  It includes information about what helps us when we are reviewing your projects and what information you should include in your applications.   

For cameras, video surveillance systems, and alarm systems to enhance facility security, it states that they MUST be live monitored 24/7.  We will not fund systems that do not clearly specify live monitoring in the IJ.  We also would like to see a monitoring plan outlining the standard operating procedures (SOPs) for your facility in regard to the cameras.  If something happens, we need to know that you have a plan for addressing it.  What is the plan for 24/7 monitoring of the cameras, etc?  What is your response plan to the incident?  What will you do if something happens?  

For Vehicle Security Enhancement projects, we traditionally do not fund outward facing cameras, as they tend to be for safety and liability purposes instead of security purposes.  If you have a remote disabling project and require external cameras to control the vehicle, then you must note this when making the case for externally facing cameras, which have a security implication.  For live monitoring of streaming video, have someone available so that when an instance happens he/she can start the response plan.  Cameras on buses do not have to be live steaming 24/7 given the limitations and costs of video bandwidth.  The video streaming should be accessible as needed when an alarm is received or by panic button notification.  Having someone available to receive the distress call 24/7, however, is essential.  Only cameras for security purposes will be funded under the IBSGP. 

For the placement of cameras in buses, it has been an internal security issue.  If you can justify the placement of the cameras, that will be considered.  Also with any requests for cameras, include the number of cameras requested and the justification for that amount cameras.  It is also very helpful if you include a schematic of the camera placements so that the review panel can assess their security value and cost effectiveness.  

Page 17 of the grant guidance it states that the maintenance, repair, or replacement of existing security capabilities is not an allowable expense.  We included this in the guidance to clarify that Information Bulletin 336 (IB 336) recently sent out by FEMA does not apply to IBSGP.  

Additional information on unallowable costs begins on page 21 of guidance.  Here we also included a lot more information as to what is not eligible.  General use software or spare computers for back up, for example, are not allowable.  Computers must be dedicated to the security project for which they are purchased.

Another important point that we need to mention is that you have to own the property, land, buses, etc. when you apply for funding to be approved for that project.  You cannot request funding for property or buses that you plan to purchase in the future.  They must be an existing part of your system.

FY2010 Evaluation Criteria

This is how we will score the FY 2010 IBSGP applications using the evaluation criteria (Slide 18).  The six (6) evaluation criteria are: 

· (1) Funding Priorities.  Your application is scored on how well the project fits into the seven (7) general funding categories and the effectiveness of those categories.  

· (2) Cost Effectiveness.  Cost effectiveness scores are based on the security value of the project relative to the overall cost of the project.  If you are requesting a gold-plated fence instead of a regular chain linked fence, you will receive a lower score because the additional costs are not justified.  

· (3) Ability to Reduce Risk of Catastrophic Events.  In the event of an emergency, what are the benefits of the project?  E.g., How effectively will it protect a driver/facility/vehicle given a catastrophic event?  

· (4) Sustainability without Additional Federal Funds.  What is the likelihood that the project will continue or be sustained beyond the three (3) year grant period of performance?  For instance, including a train-the-trainer component in your training projects to demonstrate sustainability of that training project beyond the three-year grant period.  

· (5) Timelines.  Sometimes people forget to include these timelines and lose out on points.  You do not need to have specific dates in your timelines, just general dates such as 6 months after award, etc.  You can include up to 10 milestones.  You do not need to be overly aggressive either.  It just needs to be a realistic, well thought out timeline so that we know that you know what you are getting yourself into (with the project you are proposing). 

· (6) Risk to Critical Infrastructure.  This score is determined by TSA.  Priority is given to bus systems serving Tier I UASI jurisdictions within the UASI grant program, and to systems with routes passing through underwater tunnels.  In your Investment Justification (IJ), it is extremely important to explain your operations, your facilities, the number of tunnels and bridges you pass through/over, the cities you serve, etc.  These can all add value to your risk to critical infrastructure score.

Investment Justification Administrative Overview and Requirements

M&A is allowed up to 5 percent (5%) of the total project cost for FY2010 (Slide 20).  M&A is the money that you can use to manage the grant.  It must be used to manage the grant and is not for project planning or design, which are direct costs reimbursable as part of the grant project. 

For the match, come up with the total project cost first and then calculate what 25 percent (25%) of that total project cost is.  That is the part you are responsible for - that is your required match. 

The CSR (Slide 21).  Again, the CSR is not the same as an audit.  If you receive a grant, you will have an audit, which is strictly a financial audit where FEMA will come out and inspect your purchases, receipts, etc.  The audit occurs post-award and is done to audit how and where you have spent the grant funds.  For the CSR, you will be required to provide information concerning critical assets, threat assessments, vulnerability assessments, management and oversight of the security plan, personnel security, training, secure areas, exercises, cyber security, and physical security countermeasures so that TSA can help you assess where your vulnerabilities and security gaps are and what risks to your critical infrastructure exist. 

Each applicant can apply for up to three (3) projects (Slide 22).  Each project should be uniquely different and you may apply for only one (1) project from one (1) of the seven (7) general project categories.  You can combine them together to get to three (3) but of the three (3), no more than one (1) can come from each of the project categories.  Likewise, do not lump unlike projects together into one (1) IJ.  If you do, you risk lowering your total project score.  For example, including a lower priority project with a higher priority project in one (1) IJ, may lead to a lower overall project score, whereas submitting them separately, gives each project a better chance to get a higher score.

On the IJ template, the page limits are just suggestions.  You do not have to abide by them.  You are required to answer all of the questions in the IJ in order for it to be considered a complete application (Slide 23).  The application deadline is February 12, 2010 at 11:59PM EST.  We cannot accept applications beyond that date and time.

As you go through the application process, there will be several forms that you will be required to complete and submit through grants.gov system (Slide 24).  You will also be required to complete and submit attachments like the IJ, Detailed Budget, and the Vulnerability Assessment and Security Plan Certification Form.  You should use a commonly used program like Word or Abode Acrobat for these forms.  Doing so increases the likelihood that we have the proper programs and resources to open the documents that you submitted when we go to review your applications. 

When you log into grants.gov, you will see that it gives you a list of both required forms and what it calls “optional forms”.  There is often confusion surrounding this terminology and the fact that the system only gives you the required forms.  For the IBSGP, you will be required to also complete and submit all of the “optional forms” that you see listed there.  The “optional forms” - the IJ and Detailed Budget form - are not truly optional in this case, they are mandatory for the IBSGP and must be submitted as part of your application.  

How to Write an Investment Justification (IJ)

The IJ template begins on page 41 in the grant guidance.  In Section I. Background, I.A. Bus Company Identification, it asks for general information about your agency and system such as the Point of Contact (POC) and the Chief Executive Officer (CEO) (Slide 25).  When are you completing this section, please put the company contact as someone who will stay with your company and who has the authority to represent your company with respect to the grant(s).  FEMA will use this POC when they need to contact your agency on any grant related business.  Therefore, it is very important that the person listed there be authorized to represent your company and be there for the duration of the grant(s).  Do not list a grant writer as the POC if they will not be working for your company after the grant application period.

Section I.B Operations in UASI Jurisdictions asks for the list of UASI jurisdictions that you serve.  When you complete this section list not only the UASI jurisdiction what you service but also keep in mind the bridges and other infrastructure that you go by to get there.  That information will be helpful when we evaluate your risk to critical infrastructure score.

Section I.C. Fleet Size asks you to describe the size of your fleet.  Two hundred and fifty (250) operational buses is the minimum for Tier I.  Even if you are a Tier II company, we would still like to know the number of buses in the fleet and provide some certification of the number.
Section I.D. System Infrastructure.  In this section, we ask you to describe your area of operations, the number of passengers and miles driven, the number of employees, your terminals and bus lots, passenger traffic, etc. (Slide 26).

Section II. Strategic and Program Priorities.  Identify the type of project that you are proposing up front in this section.  Your bus security risk is your security vulnerability.  What is the security threat that you will be looking to mitigate with your project?  Passengers coming in?  Then that is passenger screening.  In this section, describe the current situation and describe what you will do to improve the situation.  Tie it into the National Security Plan or how your project fits into one of the funding priority categories listed in the guidance.

Section III.  Impact.  In this section (III.A), describe how you are going to reduce the risk to your system by implementing this project and the level of cost effectiveness for the project you are proposing.  Explain why you chose the solution that you did and why it is the most effective and efficient choice.  It is important to say here whether you looked at other options so that we know that you have not just chosen to do this project randomly and without consideration of the alternatives. 

III.B. Anticipated Impacts.  When you discuss the impacts of your projects also consider the impact on your system if you do/do not receive funding.  Describe what would happen to your system if you do/do not receive funding.  When you propose your project and write this section, keep in mind that the IBSGP program is focused on terrorism and security, not crime prevention or safety.  We are looking to fund projects that reduce the risk of terrorism and increase your system’s security. 

One question that we often get is, “What are the measurable benefits of this program?”  It is therefore helpful to us if, in this section, you say how many staff will be trained or what you are preventing from getting onto the bus, for instance, when you complete your training project or vehicle/driver security enhancement project.  Also, include the metric(s) that you will use to measure the benefits of the project.

Section IV.  Funding & Implementation Plan. IV.A. Funding Chart (Slide 29).  When writing the IJ, please make sure that the numbers (i.e. requested amount) in the IJ match the numbers (i.e. requested amount) in your budget.  It is very difficult for the National Review Panel (NRP) to review your project and discern which numbers are correct when they do not match.  If you have two different requested amounts, if your project narrative does not match up with your budget, your score will be negatively affected.  Also, when you break down the total project cost into allowable cost categories, break it out by the smallest unit cost possible.  For example, do not say “one unit of fencing for $15,000” instead; say, “15,000 feet of 6’ galvanized steel chain link fencing at $1 per linear foot”.  Use the smallest unit of cost that is most commonly used when pricing fence, lights, cameras etc.  This will make your budget more comprehendible to the reviewers.

Section IV.  B Potential Challenges asks you to identify up to five (5) potential challenges.  We like to see well thought out projects.  If you are proposing a training project then you face the challenge of getting drivers off the routes and into training.  That is a challenge that you would want to mention here.  Demonstrate how you will handle it and that you are capable of handling it.  Challenges that you list here will not count against you.

IV.C. Funding Resources Beyond FY 2010.  Discuss your funding sources beyond FY2010.  Show us that you have a plan for sustaining the project and how you intend to sustain it. 

IV.D. Timeline, Milestones, and Dates.  Provide a high-level timeline with up to ten (10) milestones.  Your project timeline does not have to be very detailed.  Use generalities like 6 months or 12 months after the release of funds date.  It does not have to be overly ambitious.  It needs to be realistic and feasible. 

Grants.gov Overview 

(FEMA): As TSA mentioned earlier, IB 336 does not apply to IBSGP.  
As far as your application is concerned, it is extremely important that the information in your IJ matches the information in your budget.  Otherwise, we may not be able to determine what you are really asking for and will be unable to conduct a thorough budget review until we have the correct information. 

Many people have a tendency to believe that everyone that reads your application will understand what they are talking about in their application.  That assumption is incorrect.  In fact, they may not understand the jargon or terminology commonly used in your industry.  Therefore, please make sure that the wording you use in your application can be understood by someone not of your particular industry.  

Environmental Planning and Historic Preservation (EHP) Review 
Another issue, which affects your projects, is the EHP process and the time delay that it has caused.  

Red Booking is FEMA’s formal process of putting your information into the FEMA system once you receive a grant.  It tells the system what you can and cannot do as grantees.  Previously this process was delayed due to the EHP review; now we try to look at your individual projects to assess the level of EHP review required.  That is why it is extremely important that you delineate exactly what you are proposing to do for your project.  We are required by Congress to conduct an EHP review of all federally funded projects.  We will lock down projects that truly require EHP review such as projects involving ground breaking, historical buildings, etc.  They require a thorough EHP review whereas; projects involving cameras or GPS should not be locked down for EHP review, as it is not necessary.  

Each state has a State Historic Preservation Office (SHPO).  They are a resource for information on your building, etc.  I recommend that you use them when considering your project.  The EHP can be very expensive so pay attention if you have extra money in your budget for the EHP review.  If you are in the process of writing your IJ and you think that you may have a project that will require EHP review, ask us about it.  We will advise you as to whether one may be needed and to what EHP information you should include in your application. 

In general, any project involving a building or vehicle that is 49 years old or less, you should be fine.  Any project that does not involve digging in the dirt you should be fine.  Anything existing that does not require digging or is not over 50 year old you should be fine.  Projects involving the installation of fencing certainly do require EHP review but it should be a fairly simple review.  If you have issues going forward with projects like these, provide that information to us and we will track it.  For other projects, some of your facilities may be in flood plains or wetlands.  If this is the case, the EHP review will be more complicated. 

The FEMA EHP office is a new office that was recently set up here in DC.  Before, there were numerous regional EHP offices and they handled the reviews for their particular regions.  The EHP review process is a very hands-on process and it is very hard for someone to do it from a long distance.  Nonetheless, that is how they are currently conducted.  People on our staff will not sign off on the EHP review until they have some assurance that the project will not have any environmental effects.  Remember we are mandated to perform these reviews.  We could face many legal implications if we pass a project without a proper EHP review and there are environmental repercussions due to the project.   

If you are experiencing any issues on it, please contact FEMA and put us in the loop.  Another thing is that if you have not told us, we do not know.  We cannot help you until we know.  

In both the budget process and the EHP process, keep track of how much time it is taking.  These are three-year grants and while extensions are possible, they should be exceptions and not routine practice.  Again, that is why it is extremely important that you identify any issues up front and get them to us quickly.  This will enable us to be more responsive.

Resources.

We try to get a 24-36 hour turn around time on any questions.  All questions must be submitted in writing via email or asked on the weekly conference calls.  Submitting questions via email ensures it is received clearly and can be forwarded to the appropriate department for response.  Since the grant is competitive, we want to make sure that everyone is getting the same information.  All questions and answers will be posted anonymously on TSA’s website.   

We also have a weekly conference call on each Tuesday at 1:00PM EST throughout the application period.  The call in number is 877-988-9660 and the passcode is 6827433.
Thank you all for coming today.  We hope to speak with you on the weekly conference calls. 
