IBSGP Workshop 11/13/08

Residence Inn

Arlington, Virginia

The presentation presented at this workshop is available at www.tsa.gov/what_we_do/grants/programs/ibsgp/2009/conferences_workshops.shtm

Questions and Answers for Posting on the Web:
Q: Is the Grants.gov application website back up? 

A: No, but templates are also available on TSA’s and FEMA’s websites and you may begin completing the IJ and budget templates.
Q:  What is the process for asking questions?
A: The best way to submit a question is by emailing askcsid@dhs.gov and tsagrants@tsa.dhs.gov.  This way we can ensure we read the question correctly and can easily forward it to the appropriate department for an answer.  We also post all questions and answers in an anonymous format on the TSA grants website so everyone can receive the same information.  You may also ask questions on the weekly conference call which will be addressed on the call and transcribed for the website as well.
Q:  Will the amount of funding change?

A:  Congress has control to change the funding amounts.  TSA and FEMA have to follow the amounts directed from Congress.  Any change in funding amount would have to be authorized by Congress.

Q:  Is funding for Management allowed?

A:  M&A is allowed up to 3% of the total project cost.  To calculate M&A, add up the federal costs you are requesting.  Multiply this number by 3%.  That is your M&A limit.  Add the M&A amount to the federal cost to determine the total amount of your grant application.
Q:  When will the Corporate Security Reviews (CSR) begin?
A: We do them on an ongoing basis.

Q:  What if you do not have a CSR?

A: As part of the grant you must allow us to conduct one if we request it from you.  You may also request one to be conducted.

Q:  What is allowable match cost?
A:  Any match cost must be an allowable cost per the grant guidance.  If the cost would not be eligible for federal funds, then it cannot be eligible as a match.  

Q:  Is a grant writer an eligible cost for reimbursement if we are awarded a grant?

A: No

Q:  If we have a CSR should we attach it to the grant application?

A:  No.  It would be best to mention that you have completed a CSR in your IJ but do not submit the actual CSR with your application.

Q:  If you received funding to do a Vulnerability Assessment/Security Plan last year but that project is not yet complete, can you apply for other projects this year?

A:  Yes.  Mention that you were awarded funding for the Vulnerability Assessment last year when completing the Vulnerability Assessment/Security Plan certification statement.
Q:  Do we have to submit the Vulnerability Assessment/Security Plan with our grant application?

A: No, you should not submit the Vulnerability Assessment/Security Plan with your application.  You should reference the plan in the IJ, however, and discuss how the proposed projects will address the risks identified in the plan.  However, Vulnerability Assessments and Security Plans may be requested by DHS as part of the post award review process.
Q:  Are Transportation Worker Identity Credentials (TWIC) cards allowable costs?

A: No.
Q:  Trailways has not been able to file as a Tier 1 company for two years.  What is to stop each Trailways member for applying for GPS systems on their own?  With 82 companies that is a lot of grant applications coming in.

A:  The decision to remove Trailways from Tier 1 came through legislation from Congress through the 9/11 Act.  We welcome any eligible company to apply for funding and, if all the Trailways companies did apply, that would demonstrate the importance and popularity of the program.

Q:  Are bus companies under contract to mass transit companies eligible for funding?

A:  Not under the IBSGP.  The transit company would have to apply to the Transit Security Grant Program (TSGP) on behalf of the bus company.

Q:  If this is our first time applying for a grant, will the grant agency help show us any mistakes?

A:  As a reminder, if you do not have a Vulnerability Assessment/Security Plan complete, then that is the only project for which you can apply.  You are encouraged to ask questions during the application period.  If your grant is not funded, the grant office will tell you the rationale if you request it.  To keep the competitive process fair, however, DHS cannot provide any personalized or unique assistance to any company during the grant application period.

Q: Is passenger screening being done?

A: Yes, mainly with portable screening equipment such as wands.  Passenger background checks are not being conducted, if that is what you mean.  You may also apply for CBRNE detection equipment.  

Q:  Can we include the payments made to the police or part of the facility to protect our equipment as an in-kind match?

A: Only allowable costs defined on pages 26 through 29 in the guidance can be used for in-kind match.  If the police are to be contracted to the company to provide security then that would be allowable.

Q:  Is it acceptable to buy equipment and pay the 25% match requirement yourself in cash?

A: Yes

Q:  What if our project is not large enough to meet the minimum funding requirement?

A:  Projects do have to meet the minimum funding amounts, in federal funds, as described in the grant guidance.  The 25% match requirement cannot be used to meet the minimum.  Applicants may combine like components under one project, such as grouping driver shields, GPS and kill switches as a Vehicle Security Enhancement project, in order to raise the cost to meet the request requirement.

Q:  Regarding interconnectivity with local law enforcement, would connection with the state police for on-board cameras be acceptable if the state police would agree? 

A:  Yes, if the state police agree.  Even if the feed is web accessible with live feed for review, that is also acceptable.  A panic button would be an appropriate method for the driver indicating an emergency and notifying the dispatcher to watch the video stream.

Q:  Is the software for hitting the panic button and starting the feed allowable?

A: Yes and even for purchasing the computer – as long as the computer is dedicated solely to the security project and is not for general office use.

