


Additionally, during my conversations with Rogers’ staff yesterday, they inquired about whether
DA Rossides and AA Robin Kane were planning to attend the hearing. While they will not be invited
witnesses, the hearing will become less formal in the closed session and so questions may be
directed at them if they attend. We should discuss this further.

On Friday afternoon the hearing prep session with be at the NAC with the other principles to walk
through the issues.

Lagisiation ResS . £ Mili p l
Rep. Chip Cravaack’s (R-MN) bill to require expedited screening of military personnel and their
family members was passed by the U.S. House of Representatives last night, by a vote of 404-0. At
the bottom of this email are our comments on the measure, as well as the text of the bill itself.

For awareness, the U.S. Senate is currently considering the FY12 Department of Defense
Authorization bill (S 1867), however the deadline for filing amendments has now passed and we
are not aware of anyone having filed an amendment with the Cravaack language. We’ve been in
touch with our authorizers and they are aware of our concerns. A number of key senators are on
both Senate Homeland and Armed Services (Levin, Lieberman, Collins, Brown and Akaka), so even
in the event that it somehow pops up we are well positioned to deal with it in conference
committee. The companion bill in the House (Hr 1540) was passed in May of this year and does
not contain the Cravaack language. We continue to monitor this closely.

Sen. Susan Collins (R-ME) on AIT

We're continuing to work with her staff on radiation concerns; her staffers agree that the focus
should be on whether current radiation standards themselves - rather than AIT units - present a
health risk. They are discussing with her the possibility of changing courses a bit, to focus more on

whether the current radiation standards might adversely impact certain populations (elderly, small
children, pregnant women, etc). | bring it up because we seem to be making some headway in
bringing her staffers around.

New Mike Rogers (R-AL) Letter

We received the attached incoming from Reps Mike Rogers and Blake Farenthold (R-TX) regarding
TSA's procurement and storage of technology equipment. This is the same exact line of
questioning that we’ve received (informally) from Rep. John Mica’s (R-FL) staff in previous months,
but declined to respond to due to his lack of jurisdiction. Farenthold sits on House Oversight and
Government Reform with Mica, and sits on House Homeland Security as well, though not on our
subcommittee.

Best,
Pete

Peter Hearding
Transportation Security Administration
Office of Legislative Affairs






‘(2) PROTOCOLS- In developing the plan, the Assistant Secretary shall
consider--
‘(A) leveraging existing security screening models used by airports
and air carriers to reduce passenger wait times before entering a
security screening checkpoint;
‘(B) establishing standard guidelines for the screening of military
uniform items, including combat boots; and
(C) incorporating any new screening protocols into an existing
trusted passenger program, as established pursuant to section
109(a)(3) of the Aviation and Transportation Security Act (Public
Law 107-71; 115 Stat. 613; 49 U.S.C. 114 note), or into the
development of any new credential or system that incorporates
biometric technology and other applicable technologies to verify
the identity of individuals traveling in air transportation.
(3) REPORT TO CONGRESS- The Assistant Secretary shall submit to the
appropriate committees of Congress a report on the implementation of
the plan.'.
(b) Effective Date- Not later than 180 days after the date of the enactment of
this Act, the Assistant Secretary shall implement the plan required by this Act.






Earlier | sent along a summary of this briefing; We have received only one follow-up question on
this matter, from a staffer to Rep. James Lankford (R-OK) inquiring about how we screen
wheelchairs and minor children. I'm not aware of any public comments or coverage, though it still
may come.

AIT Hearing
The King/Rogers response letter is currently being reviewed/cleared by DHS front office; once

complete, it will be transmitted to the committee. The staffers have indicated that they may
accept our narrative statement in lieu of “formal” testimony, but want to read the letter first.
More to follow on that. The panel now include you, U/S O'Toole, U/S Caryn Wagner, Exec Dir
Cedric Sims from U/SM, |G Edwards, and Steve Lord from GAO.

| spoke with Nelson Peacock, who indicated that IG Edwards has decided to raise the classification
level of his report on AIT. This means it may take a little more time to finalize the report, and that
some of the substance of the report may change given the new TS/SCI marking. We've relayed
that to Peter King’s (R-NY) staffers who are pleased with the development.

Additionally, during my conversations with Rogers’ staff yesterday, they inquired about whether
DA Rossides and AA Robin Kane were planning to attend the hearing. While they will not be invited
witnesses, the hearing will become less formal in the closed session and so questions may be
directed at them if they attend. We should discuss this further.

On Friday afternoon the hearing prep session with be at the NAC with the other principles to walk
through the issues.

Legislation Re: Screening of Military Personnel

Rep. Chip Cravaack’s (R-MN) bill to require expedited screening of military personnel and their
family members was passed by the U.S. House of Representatives last night, by a vote of 404-0. At
the bottom of this email are our comments on the measure, as well as the text of the bill itself.

For awareness, the U.S. Senate is currently considering the FY12 Department of Defense
Authorization bill (S 1867), however the deadline for filing amendments has now passed and we
are not aware of anyone having filed an amendment with the Cravaack language. We’ve been in
touch with our authorizers and they are aware of our concerns. A number of key senators are on
both Senate Homeland and Armed Services (Levin, Lieberman, Collins, Brown and Akaka), so even
in the event that it somehow pops up we are well positioned to deal with it in conference
committee. The companion bill in the House (Hr 1540) was passed in May of this year and does
not contain the Cravaack language. We continue to monitor this closely.

Sen. Susan Collins (R-ME) on AIT
We're continuing to work with her staff on radiation concerns; her staffers agree that the focus
should be on whether current radiation standards themselves - rather than AIT units - present a






carriers; this is inaccurate as airport operators and air carriers do not use screening
protocols on passengers.

H.R. 1801
SECTION 1. SHORT TITLE.
This Act may be cited as the 'Risk-Based Security Screening for Members of the
Armed Forces Act'.
SEC. 2. SECURITY SCREENING FOR MEMBERS OF THE ARMED FORCES.
(a) In General- Section 44903 of title 49, United States Code, is amended by
adding at the end the following:
‘(m) Security Screening for Members of the Armed Forces-
(1) IN GENERAL- The Assistant Secretary shall develop and implement a
plan to provide expedited security screening services for a member of
the Armed Forces, and any accompanying family member, when the
member of the Armed Forces presents documentation indicating official
orders while in uniform through a primary airport (as defined by section
47102 of this title).
‘(2) PROTOCOLS- In developing the plan, the Assistant Secretary shall
consider--
‘(A) leveraging existing security screening models used by airports
and air carriers to reduce passenger wait times before entering a
security screening checkpoint;
‘(B) establishing standard guidelines for the screening of military
uniform items, including combat boots; and
‘(C) incorporating any new screening protocols into an existing
trusted passenger program, as established pursuant to section
109(a)(3) of the Aviation and Transportation Security Act (Public
Law 107-71; 115 Stat. 613; 49 U.S.C. 114 note), or into the
development of any new credential or system that incorporates
biometric technology and other applicable technologies to verify
the identity of individuals traveling in air transportation.
‘(3) REPORT TO CONGRESS- The Assistant Secretary shall submit to the
appropriate committees of Congress a report on the implementation of
the plan.'.
(b) Effective Date- Not later than 180 days after the date of the enactment of
this Act, the Assistant Secretary shall implement the plan required by this Act.


















tasks today is approximately 37,000. TSA has converted FTE
to enhanced security and additional security layers such as
bomb appraisal officers, travel document checkers, behavior
detection officers and targeted security flexible operations.

-Washington Post: Reporter Joe Davidson has requested a response from TSA OPA
in regards to a letter from Representative Thompson to Administrator Pistole citing
racial profiling concerns about TSA's behavior detection program at Honolulu
International Airport (HNL).

- TSA OPA the following response to the reporter: TSA's
behavior detection program in no way encourages or tolerates
profiling. Profiling is not an effective form of security and our
security officers are trained to treat every passenger with
dignity and respect.

-Associated Press: Reporter Larry Margasak inquired about a bill coming up
tomorrow that would ask Administrator Pistole to come up with a risk based
screening system for troops and their families.

- TSA OPA does not comment on pending legislation, but is
working with the reporter to ensure he understands TSA risk-
based security approach, the card reader pilot in Monterrey,
and existing screening procedures for service members and
wounded warriors.

-New York Times: Reporter Jad Mouawad has inquired about airport security for a
year-end holiday story. He is interested in RBS efforts and whether TSA plans to
implement more internationally consistent procedures, in addition to the policies on
shoes, AIT and liquids screening.

-Deadline is COB Friday Dec 2.

-Fierce Homeland Security: Inquired about TSA’s plans to Not conduct an additional
safety evaluation of backscatter in light of the Senator Collins letter.

-TSA OPA provided the following response on background
attributable to TSA:

TSA recently received a draft DHS IG report that corroborates
the findings of previous independent health studies—that
backscatter technology is well within national standards and
safe for all passengers. TSA is satisfied with these results,
however we will work with Congress should they feel that
another independent study is appropriate.

-The Daily: Reporter Carmel Melouney inquired about TSA’s app, its cost to
travelers, cost to produce, and availability to the public.

-TSA OPA provided the following response: The mobile web
and iPhone application enables travelers to quickly and easily
get information for getting through airport security directly on
their mobile device. It gives passengers 24/7 access to
frequently asked questions on getting through airport security
right at their fingertips. The tool helps passengers easily











































































effective passenger and baggage screening services. Then, when an airport makes the decision to
apply to the Screening Partnership Program, TSA can select from the pre-qualified contractors.

5. The TSA Administrator must set performance standards for passenger and baggage
screening operations based on risk analysis and common sense. Detailed, specific, articulated
metrics by which TSA will measure screening performance are critical to effective airport security
operations. Without a clear list of standards, TSA will not be able to adequately measure and
systematically improve screener performance.

6. The number of TSA administrative personnel must be dramatically reduced. TSA‘s
massive bureaucracy must be streamlined so that TSA can focus on analyzing intelligence and
setting risk-based security standards without being bogged down by managing its bloated
administration.

7. The number of TSA personnel stationed abroad and the number of TSA personnel that
oversee key international departure points with direct flights into the United States and are
engaged with other governments and organizations must be adjusted in order to effectively
respond to the international threat to the U.S. transportation network. Most of the terrorist
attempts against the U.S. in the last 10 years have originated with foreign nationals or were
developed by those in other countries, and TSA must adapt to this threat and deploy its resources
accordingly.

8. TSA should require that the screening of all passengers and baggage on in-bound flights is
equivalent to U.S. domestic screening standards. Rescreening passengers after an international
flight lands in the U.S. does not avert the risk to U.S. citizens, while en route to the U.S.

9. TSA must develop an expedited screening program using biometric credentials that would
allow TSA to positively identify trusted passengers and crew members so that the agency can
prioritize its screening resources based on risk. TSA will never be able to function as a truly
risk-based organization until the agency can differentiate between passengers based on levels of
risk.

10. TSA performance results should be made public after 24 months or when deemed
appropriate for security purposes, so that passengers can know the level of security they
receive. Public reporting of performance evaluations provides transparency and will incentivize
TSA to operate at the highest standards.

11. A qualified outside organization must conduct a comprehensive, independent study of
TSA’s management, operations, and technical capabilities, and make recommendations to
increase TSA’s efficacy and its ability to better analyze intelligence and set risk-based,
common sense security standards. In conducting the study, the organization should consult with
Congress, the TSA Administrator, TSA employees, aviation passengers, airport operators, and other
representatives of the transportation industry. Finally, the TSA Administrator should review the
organization‘s report and implement the recommended reforms.









TSA behavior detection program is based on scientifically proven methods and are used by
law enforcement and security agencies’ worldwide. A recent DHS S&T study found that
behavior analysis is significantly more effective than random screening in identifying high-
risk travelers.

TSA has deployed approximately 2,800 Behavior Detection Officers at more than 160
airports across the country. The behavior detection program has lead to more than 2,200
arrests at airports from the observation of anomalous behaviors.

TSA is piloting an expanded behavior detection program in which specialized behavioral
analysis techniques will be used to determine if a traveler should be referred for additional
screening at the checkpoint. The vast majority of passengers at the pilot checkpoints will
experience a “casual greeting” conversation with a Behavior Detection Officer as they go
through identity verification. This enhanced interaction is used by security agencies
worldwide and will enable officers to better verify or dispel suspicious behavior and
anomalies.

TSO Attrition

Q.
A.

Is it correct that TSA has not improved turnover?

TSA’s attrition is at an all-time low. In fact, it is now lower than average private sector
attrition in the transportation sector.

Airport screener turnover was over 10 times higher before TSA. Prior to 9/11, airport
security screeners averaged three months on the job. By comparison, more than 50 percent
of TSA officers have been with TSA for more than five years.

Privatized Screening

Q.

A.

Why has TSA eliminated the Screening Partnership Program that was included in
the legislation that created the agency in the aftermath of September 11, 2001?

TSA continues to operate the Screening Partnership Program at 16 airports across the
nation.

Shortly after beginning at TSA, Administrator Pistole directed a full review of TSA
policies with the goal of helping the agency evolve into a more agile, high-performing
organization that can meet the security threats of today and the future. As part of that
review, he examined the contractor screening program and decided not to expand the
program beyond the current 16 airports as he does not see any clear or substantial
advantage to do so at this time. Airport are welcome to apply and demonstrate a clear
security or cost saving advantage to privatizing screening.

The performance of TSA officers and private screeners at the 16 SPP airports is
comparable.

It is important that TSA retains its ability to operate as a flexible nationwide security
network. TSA’s ability to push out intelligence information to our frontline workforce and
quickly change procedures based on threat and intelligence is paramount to effective
security. Further expansion of privatized screening will increase the complexity of this
process.


















Behavior Detection

Q.

Rep. Mica’s report claims that TSA’s behavioral detection program lacks scientific
validation, and is a wasteful operation that has not achieved results. Is this true?

TSA behavior detection program is based on scientifically proven methods and are used by
law enforcement and security agencies’ worldwide. A recent DHS S&T study found that
behavior analysis is significantly more effective than random screening in identifying high-
risk travelers.

TSA has deployed approximately 2,800 Behavior Detection Officers at more than 160
airports across the country. The behavior detection program has lead to more than 2,200
arrests at airports from the observation of anomalous behaviors.

TSA is piloting an expanded behavior detection program in which specialized behavioral
analysis techniques will be used to determine if a traveler should be referred for additional
screening at the checkpoint. The vast majority of passengers at the pilot checkpoints will
experience a “casual greeting” conversation with a Behavior Detection Officer as they go
through identity verification. This enhanced interaction is used by security agencies
worldwide and will enable officers to better verify or dispel suspicious behavior and
anomalies.

TSO Attrition

Q.
A.

Is it correct that TSA has not improved turnover?

TSA’s attrition is at an all-time low. In fact, it is now lower than average private sector
attrition in the transportation sector.

Airport screener turnover was over 10 times higher before TSA. Prior to 9/11, airport
security screeners averaged three months on the job. By comparison, more than 50 percent
of TSA officers have been with TSA for more than five years.

Privatized Screening

Q.

A.

Why has TSA eliminated the Screening Partnership Program that was included in
the legislation that created the agency in the aftermath of September 11, 2001?

TSA continues to operate the Screening Partnership Program at 16 airports across the
nation.

Shortly after beginning at TSA, Administrator Pistole directed a full review of TSA
policies with the goal of helping the agency evolve into a more agile, high-performing
organization that can meet the security threats of today and the future. As part of that
review, he examined the contractor screening program and decided not to expand the
program beyond the current 16 airports as he does not see any clear or substantial
advantage to do so at this time. Airport are welcome to apply and demonstrate a clear
security or cost saving advantage to privatizing screening.

The performance of TSA officers and private screeners at the 16 SPP airports is
comparable.

It is important that TSA retains its ability to operate as a flexible nationwide security
network. TSA’s ability to push out intelligence information to our frontline workforce and































































CHARLOTTE, N.C. --

Federal investigators are looking into a possible security breach at Charlotte Douglas International
Airport. It involved a US Airways employee, and sources told Channel 9 it happened in a secure
baggage area on Nov. 1.

Because the alleged incident is now under investigation, the airport could not say much. A
spokesperson gave Eyewitness News a statement which said, "...Airport officials observed a person
accessing airport premises by not using proper protocol, The Airport notified TSA and it is under
investigation."

US Airways said the airline has suspended the employee during the investigation.
Some travelers at Charlotte Douglas on Monday were alarmed at the news.

"You've got to wonder who is in charge and what are they doing to keep things safe?" said Cale
Banks.

This would not be the first security breach Eyewitness News has covered at the airport in the past
year. The most notable happened last November, when 16-year-old Delvonte Tisdale sneaked into
the wheel well of a US Airways plane at Charlotte Douglas. His body fell out as the plane was
landing in Boston.

In March, someone cut a hole in the airport fence and stole power tools. Two days later, someone
got past the airport perimeter and stole diesel fuel from a contractor.

In June, a US Airways employee stowed away on a flight that left Tampa, then went unnoticed on
the tarmac in Charlotte before boarding a flight to Pittsburgh using a buddy pass.

Still, some travelers said they always feel safe at Charlotte Douglas.

"Mainly because just getting in and out of these airports, they put you through everything under
the sun," said Robert Aiken.


















The most important and most serious requirement of those positions is
to review and clear any ETD alarms that might occur. Now, if they are
only acting, how could they be qualified to clear alarms? They have
never received any specialized training or instruction to assist them

in their temporary duties. Therefore, every alarm that has been
cleared by these untrained and unqualified screeners has been a
breach!

You are the only person we will contact with this information. We
hope that you will personally review the staffing levels to ensure
that CAS is in full compliance with the SOP.

(CAS has been putting profits before product. We know for a fact that
Rep. John Mica is being fed information by our company president Mr.
Gerry Berry and is using this info in his attacks on the TSA.)

H2Beale





















This isn't the first time Mica has denounced the agency he helped to create in the wake of the Sept. 11
terrorist attacks -- on Monday he even trashed the TSA's blue uniforms and badges. But his latest
harsh criticisms offered a preview of an upcoming committee report on the TSA's first decade.

The assessment will likely recount TSA's controversial record of using imaging technology that has
raised the hackles of privacy advocates and has proven less than effective in spotting the dangerous
materials they were designed to detect.

"The failure rate (for imaging equipment) is classified but it would absolutely knock your socks off,"
Mica told reporters. The number of times TSA pat-downs failed to detect contraband is also secret but,
according to the chairman, is "off the charts."

Mica said the report, due out in the next couple of weeks, would be "sort of like the record of the Marx
Brothers."









ETS was an entirely different matter to Security - since he had created TSA
in there had been 5 Administrators (in 9 years) It was not risk based and
though it was in a process of reform there was still plenty of room for
innovation. He said he regularly had to yell at TSA on its arbitrary
impositions, some instances were beyond the pale. He said that John Pistole
had said that he was shifting to a risk based approach but this was not
happening.

Mica said he was a strong advocate of open skies - it was unfortunate that
markets were limited - he would be happy to see ownership and control limits
raised to 49% or beyond.

On NextGen / SESAR he was keen to get a 4 year (?) Bill approved with set
milestones - harmonisation and interoperability were essential - he wanted
to work with the private sector and to make sure that if equipment was put
on planes it could be used.

Holden said that the ETS violated Article 1 of the Chicago Convention and
now might be the time to bring forward an Article 84 case to secure a remedy
[I will report the various references to A84 but note there are

inconsistencies].

Brown said she was surprised by the reference to security - the EU also
imposed additional measures. JM said this rescreening was actually done by
TSA and was exactly the extraterritorial application he was concerned about.
Brown said she did not support privatization of TSA.

Petri said we should work internationally for a more rational approach.

Cravaak stridently said that as a pilot he could see from 35,000 feet and

that he did not believe CO2 caused climate change. Imposing the ETS was
detrimental to the industry: airlines already worked hard to reduce their
emissions - he believed the ETS was a tax. JM commented that 85% of credits
were free and if airlines wished they could buy the balance in the open

market - not a cent need to government. Not to be stopped Cravaak said the
Europeans were acting like Barbary Pirates demanding protection money - he
would certainly promote an Article 84 complaint.

Billy Long was concerned about the effects on passenger numbers. JM said
that studies had shown the actual cost to passengers would be $2 each and as
the US modernized its fleet the cost could be less.

Cravaak said he was concerned about the "intent" of the legislation - it was
a slippery slope that went directly against Chicago.

Mica asked about traffic mix - JM said the UK had about 98% international
traffic. Mica suggested that the ETS might be modified to apply to intra
European only.

Shuster (I think?) said that paying the ETS would mean that airlines would
not have money to invest in new aircraft - it would wipe out their profits -

US airlines had lost $2.80 per ticket - the ETS would almost double this.
[Comment - this number probably includes domestic travel too!]. The EU was
not a party to Chicago.

Mica returned to security and said there were 65,000 TSA employees with 54
outside the US. He would be publishing a report shortly. He noted that there
had been no terrorist incidents recently in the US - most occurred on

inbound services. There needed to be more done internationally. The US was



playing technology catch up - there were no AIT scanners in the USA to
Canada section of Washington Reagan. Even appointment of the Administrator
of the TSA was a problem. Pistole has promised a more risk based approach.

JM tried to sum up that the UK approach was to seek a global agreement, (and
add some more) but was interrupted by Mica who said he welcomed the UK's
support and looked to technology to resolve our problems.

JM managed to get the last word by inviting the Committee to London which
Mica welcomed (though someone then said but this was campaign season) so it
was left in the air.

The second was a more formal EU meeting with the European side led by Alojz
Krapez (Slovenia) and the same cast list for the US.

Mica opened stating the strong opposition to EU ETS which violated the

tenets of ICAO. He encouraged positive steps to control emissions - there
was bipartisan support in the House and the Bill would be adopted by a large
majority on Monday 24th. Senate might be a bit slower - he would give them a
bit more time.

Mica said he had met the ICAO Leadership and also met the EU - he was trying
to resolve the issue in a cooperative fashion but was finding it hard - he

could not even get the drafter of the legislation to satisfactorily explain

Article 25 (equivalent measures).

The decision in Council on November 2nd would be important - this was not
just a US issue - the whole of industry was struggling.

Brown said she did not want a fight but hoped we could reach a resolution
before 2 November - this measure would push the industry from ailing onto
life support.

Holden said he would like to resolve the issue but A84 might be the only
thing - the ETS violated Chicago. He noted that even some EU members had
raised concerns. He had met Transport people who concurred with the US
position.

Alojz Krapez set out the EU position:

"During the last decades the European Union member states and the United
States of America shared the common values for Safe, Secure, and Sustainable
development of civil aviation.

Our collaboration resonated in a number of international initiatives;
together we were leading the way in many cases. Some of the success stories
are:

EU-US Open skies agreement, which was first of its kind and created
numerous new possibilities for airlines and passengers alike.

Next, the tragedy of September 11 shocked us all with the fact how
fragile aviation is. Immediately after the catastrophe EU willingly joined
US efforts to secure aviation better. The latest developments of the



high-level AVSEC Conference next year reaffirm our joint commitment to
tackle unlawful interference globally.

We also share the same vision on aviation Safety as it was stated in
several agreements signed by the US and the EU. Among various sustainable,
long-term, and mutual commitments, we share the aviation safety information
and cooperate on the certification of the civil aircrafts. Our work as a
team allows both sides to rely on each other and offers possibility to
broaden the scope of collaboration in the future.

Last but not least, the most recent projects like NextGen and Single
European Sky display outstanding collaboration. Besides significant economic
benefits also environmental contribution of such projects is important.

Among all the success stories there is still one area that is lagging
behind: Climate change.

Emissions from the aviation sector are growing faster than from any other
sector, and all forecasts indicate they will continue to do so. Although
there has been lots of debates on tackling the climate change in aviation
throughout the past decade not enough has been done.

Whereas areas such as new technologies, operations, infrastructure, and
sustainable biofuels have been constantly improving, not much has happen on
economic measures; although all the aviation stakeholders agree that

ultimate success in reducing emissions cannot happen without these measures.

Therefore, the EU Emissions Trading System is one of the solutions to
connect all the dots. The implementation of proper Market Based Measures is
of utmost importance for continued sustainable growth of global aviation.

On the other hand, aviation growth will be hampered by resistant community
if proper action is not taken.

At the end, let me reiterate that the EU always has been and will be very
keen to engage with the ICAO on the development of global Market Based
Measures."

He then asked European colleagues if they had anything to add - then
immediately passed the floor to me. | responded that in response to
comments about the legality that the EU had followed ICAO Resolutions in
crafting the legislation and legal advice was that it was entirely

consistent with international law - this had been borne out by the opinion
of the Advocate General on 6 October.

Mica commented that he was concerned about the impact on third world
countries where most growth was now happening. He said his legislation would
make it illegal for US carriers to comply with the ETS. The EU could do what

it wanted in the confines of its own airspace. He said he had talked with

the President of ICAO who said he had had a conversation with the EU about
how it might be applied only to outbound (from the EU) flights but he still
couldn't understand Article 25. Anyway - he did not want it to apply to

either inbound or outbound flights.

Nudged by Jonathan | explained the flexibility behind the drafting of the
"equivalent measures" provisions and suggested that if Australia developed
an aviation fuel tax and applied this to international aviation this could

be considered an equivalent measure - Article 25 had been drafted to give



flexibility.

Brown said the ETS was a job killer and would be passed by the House on
Monday.

Italy said ICAO worked to the lowest common denominator.
Cravaak said he didn't believe in CO2.

| asked about the Article 84 process - when would the US introduce it -

which prompted a fair bit of back-sliding by Mica who suggested it might be
sometime after 2 November, and he was not yet sure if it would be the US or
someone else, maybe India or South America. Duane jumped in to note that
the Obama administration was weighing the options - what the US really
wanted was a positive resolution to the dispute.

Thanks and farewells!









these positions in the future. | did not rule that out but explained we are in the beginning
stages of the RBS deployment and it may take awhile before we get to that point. As we
walked from the checkpoint, he mentioned to Ed Freni, Massport Director of Aviation, that
he thought the federal government should charge more user fees to each passenger and
not place such budgetary costs on the taxpayer; he suggested a $5 fee rather than the
current $2.50 fee. Massport was ambivalent on the issue.

| accompanied him to the gate where his wife awaited him for their flight to DC; we had
another 20-25 minutes to discuss in greater detail what we’ve done here with the pilot
since the beginning. In reading his bio, | noted that he was on the Board of Visitors of the
Coast Guard Academy — it was an effective connection and we spoke at length of our
experiences in common. It was at that point that | believe the Chairman best understood
the RBS concept and our plan for success; his final statement to me was that he thought
this pilot program was the “thing that will save TSA!” Further, in his opinion, we (TSA)
need to accelerate what we are doing in BOS, and TSA must test other options/models,
looking for the most efficient use of this valuable, well-trained resource (our BDOs). He
clearly wants our BDOs/BA2s to have the authority to raise or lower the associated risk of
each passenger, to simplify the screening experience for the low risk person and to enable
us to use our time/resources on those who deserve more.....| reiterated that Mr. Pistole
and TSA were in complete agreement.

| will admit that | was assertive on a number of issues, but not to the point of disrespect
at any time. | believe he was genuinely interested in what we had to say and to show him,
but we had to overcome some misconceptions that he brought to the airport! Overall, |
felt the meeting was quite challenging yet productive.

Take care, George
















































Most notably, Chairman Rogers amended his language on Security Directives (SDs)
to match Rep. John Mica’s (R-FL) amendment to H.R. 2200 during last Congress.
The language would require TSA to put all SDs through the public rulemaking process
once they have been in effect longer than 180 days. The amendment passed in a
party-line vote, and the alternative amendment from Rep. Jackson Lee was rejected
along party lines. The Rogers amendment was not included in the amendment roster
shared last night (see attachment #2).

Rep. Cravaack’s amendment requiring Automated Target Recognition to be installed
on all currently deployed Advanced Imaging Technology (AIT) machines not later
than 90 days after the date of the enactment of the bill passed unanimously. The
staffers, both majority and minority, are well aware that this simply isn’t feasible —
and Administrator Pistole briefed the members, including Mr. Cravaack, on this very
issue last Thursday, 9/8.

Also agreed to was an amendment submitted by Rep. Jackson Lee that would require
TSA to certify that the image retention capabilities of all AIT machines used to screen
passengers at checkpoints have been disabled.

Rep. Walsh introduced an amendment that would require TSA to develop a strategic
plan, including a timeline, to reduce the TSA workforce by 5% by the end of fiscal
year 2013, to the extent that such a reduction does not impact security operations.
Minority members voiced strenuous objection to this amendment, but it was
nevertheless agreed to by a party-line vote.

Rep. Speier initially offered an amendment that would have prohibited the use of
foreign repair stations if TSA did not issue final regulations within 60 days of the
enactment of the bill, but she withdrew the amendment following an agreement to
write TSA a bipartisan letter urging action on this matter.

Rep. Jackson Lee submitted two different amendments that would have increased the
aviation security fee, but both amendments were defeated along party lines.

Other amendments agreed to include:

requiring the Inspector General to conduct periodic audits of adherence to the
standard operating procedures by screening personnel;

requiring TSA to submit to Congress a risk-based strategy with benchmarks for
modifying standard operating procedures for trusted passengers to enter the secure
area without removing their shoes;

requiring a study and report on alternative time and attendance programs for security
officers; and

requiring a report on the impact of final regulations on private sector employment.

Amendments rejected include:

modifying the bill language requiring the dismissal of TSOs who fail to detect either
live explosives or fraudulent documents;

a requirement for TSA to establish an expedited screening program for pilots and
crew;

a requirement for TSA and the Inspector General to review the use of sole-source
contracts;

a requirement for TSA to provide self-defense training to all cabin crewmembers;
competition in aviation channeling services; and



e a plan for fulfilling the outstanding provisions of the 9/11 Act.

The markup closed with a final vote on the measure, which was passed along party lines, 6-3.

It is worth noting that the bill does not contain language a number of issues, including the use
of AIT for primary screening, collective bargaining, and the Screening Partnership Program.
Those issues may still be addressed through amendments at the full Committee markup and
at the Rules Commuittee, if the bill advances for floor action.
















































said Thursday.

Others have also criticized the move. “Collective bargaining is inherently adversarial,” according to the
Heritage Foundation’s James Sherk. “Pitting employees and employers against each other at the
bargaining table fosters attitudes of ‘labor versus management' that often leads to strikes and job
actions.”

But Rep. Bennie Thompson of Mississippi, the ranking Democrat on the Homeland Security Committee,
welcomed Mr. Pistole 's comments.

“Collective-bargaining rights can actually enhance workforce productivity, morale, and TSAs mission
without diminishing our security. TSA made that determination when the issue was studied. There was a
decision, there was an election, there was a winner. Its a settled matter,” said Mr. Thompson, whose
panel oversees the TSA s parent agency.






for as soon as possible so we'd appreciate a prompt response. Thanks,

From me:

The TSA is an integral part of the Department of Homeland Security,
playing a vital role in the security of the traveling public. As part of
DHS, TSA has close coordination with agencies across the department,
leveraging the various expertise and abilities as they work every day to
keep the American public safe. The President has made clear that the
security of our nation is his top priority and has full confidence in
Administrator Pistole and the entire DHS leadership team.

From TSA:

Administrator Pistole is focused on ensuring TSA continues to take steps
to keep the traveling public safe. TSA has been part of DHS from the
beginning, and we believe the productive relationship we have with our
partner agencies is critical to our continued shared goal of keeping
Americans safe.



























(GAO) today will release a report detailing unacceptable delays and
inefficiencies in the Transportation Security Administration’s (TSA)
deployment of explosive detection equipment standards for airport checked
baggage screening.

The report was conducted at the request of House Transportation and
Infrastructure Committee Chairman John L. Mica (R-FL) and U.S. Rep. Charlie
Dent (R-PA). GAO was tasked with reviewing TSA’s efforts to improve
explosives detection requirements for checked-baggage-screening technologies
and to ensure that newly acquired and currently deployed explosives detection
technologies meet the enhanced requirements.

“Not only has TSA failed to complete implementation of the 2005
standards, now the 2010 standards will be delayed, leaving the whole process in
disarray,” Mica said.

In January 2010, the TSA revised explosives detection requirements for the
explosive detection systems (EDS) to better address current terrorist threats. The
specific details included in the 2010 EDS requirements, such as the physical
characteristics and minimum masses of each of the explosives types that EDS
machines must detect, are classified. However, GAO found that as TSA seeks to
implement detection standards developed in January 2010, the agency is already
behind the curve as it has yet to fully implement its 2005 detection standards.

TSA plans a phased implementation of the 2010 detection standards. The
first tier in this approach includes continued implementation of the 2005
standards. GAO indicates that TSA’s complete lack of a plan to upgrade its
checked baggage screening technology makes it unclear how long it will take for
the different phases and tiers to be completed.

“Unbelievably, TSA has not fully implemented explosive detection
screening technology requirements after six years and is trying to play catch-up
while delaying implementation of the most up-to-date detection standards intended
to address current terrorist threats,” Mica said. “TSA’s delays and poor planning
continue to waste our limited resources, threaten transportation security, and
weaken our ability to address the latest terrorist threats.

Mica continued, “This adds to TSA’s growing list of problems previously
highlighted by GAO, including the failed development of the SPOT behavior
detection program, chaos in the transportation worker identification credentialing
program, and TSA’s use of faulty cost estimates to make the all-federal screening
model appear to be less costly than contract screener operations.”

In their report, GAO raises concerns with the tiered approach, such as
multiple upgrades being performed on the same machines and potential security
gaps between EDS and explosive trace detection (ETD) systems. Both systems are
used in conjunction to screen checked baggage, but only the EDS detection
requirements were updated in response to the latest threat assessments.

The report also cites poor TSA communication with EDS vendors,
adding to delays and costs in meeting the explosive detection standards.

























































around and maybe we can meet to discuss next week. I am not overly concerned
about his Amendment eventually becoming law and governing, at least without
substantial adjustment. It may pose some risk in a CR, but addressing that
appears to fall under a larger action plan I think we need. One element of
that larger plan may come very quickly, which is why I am writing now.

In his dialog on the House Floor and in a press release, Mr. Mica indicated
that he intended to release a study done by his committee regarding he will
show an apples to apples comparison of LAX and SFO operations showing that
SPP (SFO) is markedly more efficient and that statistically valid evidence
shows that SPPs perform at a higher level than federal.

I think we need to have the assessment of this “study” done very quickly when
it becomes available and address in a fact check. From there I think we need
to take a very deliberative of dispassionately responding to all the
representations he makes - in essence a fact check. This fact check would
expand back a few months to note other items that relate to this specific
issue.

Regarding various claims about GAO reports, not immediately, but over the
next few weeks, maybe we can get Steve Lord and perhaps Cathy B to discuss
the accuracy of claims and ask them very specific and direct questions. Such
as: In your work did you find the analysis showed the federal or SPP less
costly? And were there any SPP airports assessed as less costly than the
government estimate? Did you find any omissions in the cost estimating that
TSA has done in its comparison?

There are many practical flaws that Mr. Price (approps subcte Ranking member)
raised that can form part of our broader points to give people pause, and
beyond that several other practical issue: such as you can’t force airports
to be SPP, applicants must be certified, you need to follow the acq process,
there are transition costs, widespread disruption and uncertainty may impact
security, etc.,

A little beyond the above obvious, we might look at how would implementing
RBS be different at a federal and SPP airport. If I recall correctly, to
have Safety Act coverage SPP must follow TSA issued SOP..

So when we get the anticipated report, we should get a good flavor of what we
have (0SO will have the lead with Budget providing assistance and support,
along with others as necessary for the immediate $ and cents assessment), and
then lay out the plan on which stakeholders to engage in what sequence and
perhaps even seeing if one of our auth ctes of jurisdiction might hold a
hearing to explore the issue.












Washington, DC — Airport passenger screening with private security screeners
under federal supervision is dramatically more efficient and less costly than the all-
federal screening model, according to a Transportation Committee investigative
report.

The report, entitled “TSA Ignores More Cost-Effective Screening Model,”
compares costs for the two passenger screening models. A private-federal screening
option, known as the Screening Partnership Program (SPP), was established in the
Aviation Transportation Security Act (ATSA) after September 11, 2001. This program
enabled airports to “opt out” and request the use of private screening contractors
under federal Transportation Security Administration (TSA) standards, supervision and
oversight. Beginning in 2002, five airports operated under the private-federal
screening model. That number has increased to 16, with many other airports
requesting to utilize this option.

In January, TSA concocted a decision to pull the plug on allowing more airports
to opt out, despite the law and Congress’ intent that airports have the legal right to
utilize the private-federal screening model. “This comprehensive report clearly debunks
TSA’s position and efforts to undermine this cost-effective program,” said U.S. Rep.
John L. Mica (R-FL), Chairman of the Transportation and Infrastructure Committee.

“The report clearly demonstrates that screening under the private-federal
model is dramatically more cost-effective compared to screening conducted by TSA,”
Mica said. “If the nation’s top 35 airports opted out, we could save taxpayers $1 billion
over the next five years.

“The facts speak for themselves,” Mica continued. “TSA cooked the books
when conducting past cost comparisons of the two models, misleading Congress and
the public by artificially inflating the costs to use private contract screeners. As our
report reveals, when considering critical information previously ignored by TSA, the
private-federal option is actually 65% more efficient and would increase taxpayer
savings by at least 42%.”

Committee staff investigated screening operations at two large, comparable
Woest Coast airports: Los Angeles International Airport (LAX), where screening is
conducted by TSA, and at San Francisco International Airport (SFO), which utilizes the
private-federal model. SFO is the largest U.S. airport in the private-federal screening
program. If LAX were to opt out, it would save taxpayers at least $38.6 million annually,
despite prior TSA claims that the private-federal program costs more.

“With 63,000 employees, TSA has become a bloated bureaucracy that is too
focused on managing its personnel and protecting its turf. The United States is one of
the only governments in the world that functions as the airport security operator,
administrator regulator and auditor. This agency must get out of the human resources
business. TSA must be reformed and restructured to become a more effective regulator
of transportation security,” Mica said.































































Mr. John S. Pistole, Administrator, Transportation Security Administration (TSA), U.S. Department of Homeland
Security

Rear Admiral Kevin Cook, Director, Prevention Policy, U.S. Coast Guard, U.S. Department of Homeland Security
Mr. Steve Lord, Director, Homeland Security and Justice, Government Accountability Office (GAQ)

Key Guotail i Today's Heating:

“I want the TWIC program to live up to its mandate. | want it to keep our nation’s ports more secure. But as
today's report reveals, things need to change—and fast. The program needs stronger fraud controls. We also
need to take a clear, hard look at whether we are getting enough return on our investment. In the coming months,
| will introduce a port security authorization bill which will address shortcomings in port security credentialing. |
look forward to working with the U.S. Coast Guard, the TSA, the GAO, as well as our stakeholder community to
make sure we're doing all we can to keep our ports secure and our travelers safe.”

Chairman John D. (Jay) Rockefeller IV

“This investigation raises a disturbing question: Are America's ports actually safer now than they were a decade
ago? Federal investigators have identified serious problems with the transportation worker ID program—including
startling evidence that this program might actually diminish the safety of our ports. Ports are a vital part of our
economy, but they have also been identified as targets for terrorist attacks. The results of this investigation are a
wake-up call for America and | will be going to work immediately to fix this broken program.”

Senator Frank R. Lautenberg (D-N.J.), Chairman, U.S. Senate Subcommittee on Surface Transportation
and Merchant Marine Infrastructure, Safety, and Security

“The TWIC program strengthens the security of our nation’s ports while facilitating trade through the provision of a
tamper-resistant biometric credential to all port workers requiring unescorted access to secure areas of MTSA-
regulated port facilities and vessels. To date, TSA has vetted more than 1.8 million TWIC applicants. The national
implementation of the TWIC as the common credential verifying the identity and background suitability
significantly enhances national maritime security, which previously relied on a patchwork of private and public
identity verification and threat assessment architectures to allow access to secure and restricted areas.”

Mr. John S. Pistole, Administrator, Transportation Security Administration, U.S. Department of Homeland
Security

“The U.S. Coast Guard continues to work closely with the TSA to facilitate outreach to the maritime industry in an
effort to enhance the overall Transportation Worker Identification Credential experience for workers and maritime
operators—from improving the enroliment and activation processes to ensuring the necessary guidance and
support is in place for maritime operator enforcement. We have accomplished important milestones, strengthened
working relationships with public and industry stakeholders, and held a steadfast commitment to securing the
maritime transportation system while facilitating commerce. As we continue to make improvements regarding
compliance, enforcement, and continued industry engagement, we will ensure Congress remains informed of our
progress.”

Rear Admiral Kevin Cook, Director, Prevention Policy, U.S. Coast Guard, U.S. Depariment of Homeland
Security

“Internal control weaknesses governing the enrollment, background checking, and use of the TWIC potentially
limit the program's ability provide reasonable assurance that access to secure areas of MTSA-regulated facilities
is restricted to qualified individuals. In addition, TWIC's effectiveness at enhancing security has not been
assessed, and the Coast Guard lacks the ability to assess trends in TWIC compliance. As the TWIC program
continues on the path to full implementation—with potentially billions of dollars needed to install TWIC card
readers in thousands of the nation’s ports, facilities, and vessels at stake—it is important that Congress, program
officials, and maritime industry stakeholders fully understand the program’s potential benefits and vulnerabilities,
as well as the likely costs of addressing these potential vulnerabilities. The report we are releasing today aims to
help inform stakeholder views on these issues."

Mr. Steve Lord, Director, Homeland Security and Justice, Government Accountability Office

henee Harris
TSA, Office of Chief Counsel
Department of Homeland Security












WBTV placed several calls to Delta Airlines.

A spokesperson told us that they were aware of the situation and this happening with one of their
sub-carriers Atlantic Southeast Airlines, which operates the flight.

A spokesperson from ASA said that they are looking into the situation and will get back to us.



























In his opening statement, Chairman Mica lamented TSA and FAA’s lack of progress in the
production of a pilot license featuring biometric measures and a photograph, despite the enactment
of legislation requiring such licenses in 2004. Other Members shared Chairman Mica’s frustrations,
and questions regarding delays in implementation comprised the majority of the hearing.

The Committee heard testimony from both the FAA and NIST. FAA’s Associate Administrator for
Aviation Security Peggy Gilligan acknowledged that the FAA should have moved more quickly in

producing new licenses, but also stated that FAA’s progress has been hampered by TSA’s own lack
of progress. Gilligan emphasized, however, that the addition of biometric measures to pilot licenses
requires technological improvements that take considerable time to implement.

Throughout the hearing, Chairman Mica voiced his disappointment that TSA declined an invitation
to testify, mentioning that he had considered issuing a subpoena to force TSA to attend. He said he
has consulted with the chairmen of the Homeland Security and Oversight and Government Reform
Committees and intends to hold a joint hearing with one or both of those Committees on the topic
of pilot IDs. Other Members of the Committee also expressed a wish to question TSA on this
topic.

While Members of both parties were present at the hearing, only Members of the majority made
statements or asked questions.

Key Questions/Issues Raised:

Mica:

Why doesn’t the TSA recognize pilot certificates as identification? Is it
because there’s no picture on them?

- How long will it take to issue new pilot’s licenses? Why will the final
issuance occur more than a decade after legislation was passed?

- How long will it take to publish standards for iris scans?

Landry: - Workers receiving a TWIC card should not have to make two separate
trips to pick it up, especially since the trip is hundreds of miles for some
workers.

Cravaack: - What are the requirements for TSA’s Crewmember Identity Verification
Program? The program should include flight attendants.

- Has the TSA considered using biometric pilot licenses for this program?

Hanna: - Why didn’t the FAA charge pilots $5 instead of $2 for new licenses? If it
had, it would have made the program pay for itself.






Subject: T&l Hearing Update

Sir,

Fairly subdued comments from Chairman Mica regarding our participation thus far and attendance
appears to be light. In fact, the hearing is taking place in 2253, not their main/large hearing room
(2251). Chairman Mica stated that he was going to reach-out to Homeland Security and Oversight
and Government Reform in an effort to have TSA appear (under their jurisdiction) at a future
hearing...no mention of a subpoena.

Also, we just spoke with T&I/Aviation Minority Staff Director (who we’ve been working with
throughout the week) and confirmed that, overall, Minority Cmte Leadership and Members are
comfortable with our non-attendance—though Minority Counsel was reportedly not convinced
that our jurisdictional argument was on solid ground. That’s not entirely unexpected, as counsel
and Members are rarely willing to concede that point.

While it appears that our staff-work is holding up, you may wish to reach out to Ranking Members
Rahall and/or Costello next week and share your concerns over the Chairman’s approach (which

they reportedly share) and reinforce that your commitment to keeping Congress informed.

-Russ












his intent subpoena TSA and asked King to be supportive. Chairman King strongly objected
to this course of action. Nevertheless, Mica reportedly indicated his intent to pursue the
subpoena.

In terms of the subpoena process, staff indicates that it will have to go through the following
process:

1. Subpoena introduced/voted-on by the Committee (T&I).

2. If the Committee votes in favor, the Chairman can issue the subpoena to the agency in
question—it’s our understanding that they cannot compel any one individual to
testify, only an “agency representative.”

e The agency retains some limited ability to negotiate the terms of its
appearance (witness, date, time, scope). It’s our understanding that the
subpoena limits the scope of the hearing to the bounds of the Committee’s
original intent (in this case FAA/Pilots and Transportation Worker
Credentialing) and the agency could opt to not respond to questions beyond
that specific topic.

3. If the agency does not comply and/or appear, the matter would be brought before the
full House of Representatives for a vote in favor of enforcement of the subpoena
against the agency, thereby compelling an “agency representative” to appear before
the Committee.

Although staff’s official word is that Chairman King doesn’t require a phone call, given his
support, you may consider reaching out to him. If you’d like, we’ll double-back with staff to

find a good time for a call.

-Russ
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